Steps to resolve CRIS Signer error on Application:

1. Java version must be Java-8 or above. Please update,
if it is not.
2. Now Configure Java security

a. Search for java in start menu search in windows 7 and search in Cortana
in windows 10. Click on configure java.
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b. Click upon “Security” tabl in Java Control Panel

[ZJ Java Control Panel — <
Update Java Advanced

About

View version information about Java Control Panel.
About...
Network Settings

Network settings are used when making Internet connections. By default, Java will use the network
settings in your web browser. Only advanced users should medify these settings.

Metwork Settings...
Temporary Internet Files

Files you use in Java applications are stored in & spedial folder for quick execution later. Only
advanced users should delete files or modify these settings.

Settings... View...

Java in the browser is enabled.
See the Security tab
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c. Click upon “Edit Site List”, as under -

| 2| Java Control Panel - b
General Update Java : Security: Advanced

Enable Java content for browser and Web Start applications

Security level for applications not on the Exception Site list

() very High

Only Java applications identified by a certificate from a trusted authority are allowed to run,
and only if the certificate can be verified as not revoked.

(@) High

Java applications identified by a certificate from & trusted authority are alowed to run, even if
the revocation status of the certificate cannot be verified.

Exception Site List
Applications launched from the sites listed below will be allowed to run after the EWE security

rompts.
Edit Site List...
Add, Remove, d

Restore Security Prompts Manage Certificates...
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d. Now add following link to “Exception Site List”, as under -
http://127.0.0.1:2039

| £:| Exception Site List x

Applications launched from the sites listed below will be allowed to run after the appropriate security prompts.

Location
(b pttp://127.0.0.1:2039

Add Remove

Ul FILE and HTTP protocols are considered a security risk. We recommend using HTTPS sites where available.

Concel

3. Now exit the CRIS Signer (if already running), close
any open browser window.

4. Start the CRIS Signer.
5. Login again to application.



